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Abstract of the contribution: This contribution proposes to document a new issue on roaming into TR 23.742.
1. Discussion

This paper proposes to document a new issue on roaming into TR 23.742 addressing also the existing editor’s note on roaming in section 6.3.1.2.4:
Editor's note:
communication mechanism impacts to roaming are FFS.
As an illustration of this need we note that the high-level architectures in TR 23.742 of solution 3.1 and of solution 3.2 do not yet include roaming aspects. 

Copy from solution 3.1:
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It can be discussed how to model roaming, given some statements in TR.23.742 (copied from solution 3.1) so far: 

· functionalities of the common service framework are offered via Service Access Point functional elements which provide a northbound API,
· A Service Access Point allows registration and deregistration of services as well as sending and receiving messages by the services, and
· The API of a Service Access Point is object of standardisation by 3GPP. Such an API is generic in terms of the access to the common set of service framework functionalities, and agnostic of the content of messages exchanged between services.
In case of roaming, services in VPLMN interact with services in the HPLMN. As such a service may be roaming aware, i.e., the service in the VPLMN may know that the service it wants to interact with is in a different PLMN, and therefore it may even apply a different business logic. And a service in the HPLMN may know that the interacting service is in a VPLMN and may apply a different business logic. 
However, the interaction of a service in the VPLMN with a service in the HPLMN may not differ from the interaction of the services for non-roaming case, i.e., the same messages may be exchanged, but of course the content may differ. Hence the API may be the same, just with additional roaming related information. Alternatively, roaming related APIs may be defined. 
In addition, there are additional security related requirements for communication between PMNs and there are additional requirements from IPX that may be in place between PMN that possibly what to see and modify certain message elements. These requirements related to security and IPX have been discussed in Rel 15 in the context of the SEPP (Secure Edge Protection Proxy) and have led to specifications in SA3 and CT4, however, roaming and the SEPP are not part of the Rel 16 discussion. Which parts of the SEPP functionality are accessed via an API and provided by Service Access Point requires a discussion. 
Therefore, the study of the evolution of the service-based architecture should take roaming into account.
2. Proposal
It is proposed to add the following new issue into TR 23.742.
* * * First change * * * *

5.X
Key Issue X: Roaming
5.X.1
Description

Aiming to further optimize roaming 5G service-based architecture this key issue will

-
Study roaming related improvements..
NOTE: This key issue is intended to study impacts from service framework improvements, roaming security requirements and related configurations. It is not intended to study other functional aspects of the 5GC roaming architecture.
* * * End of change * * * *
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